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1.BOLUM

1.1. Amac

Kisisel Verileri Saklama ve Imha Politikas1 (“Politika”), Ulastirma ve Altyapt
Bakanligi’nda (“Bakanlik™) gergeklestirilmekte olan saklama ve imha faaliyetlerine iliskin is
ve islemler konusunda usul ve esaslar1 belirlemek amaciyla hazirlanmagtir.

Bakanlik; Stratejik Planda belirlenen misyon, vizyon ve temel ilkeler dogrultusunda;
Bakanlik ¢alisanlari, galisan adaylari, hizmet saglayicilari, ziyaretgiler ve diger iigiincii kisilere
ait kigisel verilerin T.C. Anayasasi, uluslararasi s6zlesmeler, 6698 sayili Kisisel Verilerin
Korunmas: Kanunu (“Kanun”) ve diger ilgili mevzuata uygun olarak islenmesini ve ilgili
kigilerin haklarin: etkin bir sekilde kullanmasinin saglanmasini éncelik olarak belirlemistir.

Kisisel verilerin saklanmasi ve imhasina iligkin is ve islemler, Bakanlik tarafindan bu
dogrultuda hazirlanmis olan Politikaya uygun olarak gergeklestirilir.

1.2.Kapsam

Bakanlik ¢alisanlari, ¢alisan adaylari, hizmet saglayicilar, ziyaretgiler ve diger {iciincii
kisilere ait kisisel veriler bu Politika kapsaminda olup Bakanligin sahip oldugu ya da
Bakanlik¢a yonetilen kisisel verilerin iglendigi tiim kayit ortamlar ve kisisel veri islenmesine
yonelik faaliyetlerde bu Politika uygulanir.

1.3. Kisaltmalar ve Tanimlar

(1) Bu Politika’da gegen;

a) Alict Grubu: Veri sorumlusu tarafindan kisisel verilerin aktarildig1 gergek veya tiizel
kisi kategorisini,

b) A¢ik Riza: Belirli bir konuya iliskin, bilgilendirilmeye dayanan ve 6zgiir iradeyle
agiklanan rizayi,

¢) Anonim Hale Getirme: Kisisel verilerin, bagka verilerle eslestirilerek dahi higbir surette
kimligi belirli veya belirlenebilir bir gercek kisiyle iliskilendirilemeyecek hale getirilmesini,

¢) Aydinlatma metni: Kigisel verileri islenen ilgili kisilere verilerinin hangi amaglarla ve
hukuki sebeplerle iglendigi, hangi amaglarla kimlerle paylasilacagina dair bilgilendirme
metnini,

d) Birim Yetkilisi: Kisisel Verileri idari, hukuki ve bilisim sistemleri yoniinden
degerlendiren, onaylayan birimlerdeki KVKK kapsaminda yetkili personeli,

) Calisan: Birim yetkilisi/Veri Sorumlusu tarafindan gorevlendirilen ve 6698 sayili
Kigisel Verilerin Korunmas: kapsaminda bahse konu kisisel veri hakkinda islem
yapan/gorevlendirilen personeli,

f) EBYS/Belgenet: Elektronik Belge Y6netim Sistemini,

g) Elektronik Ortam: Kisisel verilerin elektronik aygitlar ile olusturulabildigi,
okunabildigi, degistirilebildigi ve yazilabildigi ortamlari,

g) Elektronik Olmayan Ortam: Elektronik ortamlarin diginda kalan tiim yazili, basils,
gorsel vb. diger ortamlari,

h) Hizmet Saglayici: Bakanlik ile belirli bir sézlesme gergevesinde mal ve/veya hizmet
saglayan gercek veya tiizel kisiyi,

1) Ilgili Kisi: Kisisel verisi islenen gercek kisiyi,

i) Ilgili Kullanici: Verilerin teknik olarak depolanmasi, korunmasi ve yedeklenmesinden
sorumlu olan kisi ya da birim hari¢ olmak iizere veri sorumlusu organizasyonu igerisinde Ve
veri sorumlusundan aldig: yetki ve talimat dogrultusunda kisisel verileri isleyen kisileri. ,

j) Imha: Kisisel verilerin silinmesi, yok edilmesi veya anonim hale getlrllmesml,'

k) Kanun: 6698 Sayili Kisisel Verilerin Korunmasi1 Kanununu,
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1) Kayit Ortami: Tamamen veya kismen otomatik olan ya da herhangi bir veri kayit
sisteminin par¢asi olmak kaydiyla otomatik olmayan yollarla islenen kisisel verilerin
bulundugu her tiirlii ortamu,

m)Kisisel Veri: Kimligi belirli veya belirlenebilir gergek kisiye iliskin her tiirlii bilgiyi,

n) Kisisel Veri Isleme Envanteri: Veri sorumlularimn is siireglerine bagli olarak
gergeklestirmekte olduklar kisisel verileri igleme faaliyetlerini; kisisel verileri isleme amaglari,
veri kategorisi, aktarilan alic1 grubu ve veri konusu kisi grubuyla iliskilendirerek olusturduklari
ve kisisel verilerin iglendikleri amaglar igin gerekli olan azami siireyi, yabanci iilkelere aktarimi
ongoriilen kisisel verileri ve veri giivenligine iliskin alinan tedbirleri agciklayarak
detaylandirdiklar1 envanteri,

o) Kisisel Verilerin Islenmesi: Kisisel verilerin tamamen veya kismen otomatik olan ya da
herhangi bir veri kayit sisteminin par¢asi olmak kaydiyla otomatik olmayan yollarla elde
edilmesi, kaydedilmesi, depolanmasi, saklanmasi, degistirilmesi, yeniden diizenlenmesi,
agiklanmasi, aktarilmasi, devralinmasi, elde edilebilir hale getirilmesi, siniflandiriimasi ya da
kullamlmasinin engellenmesi gibi veriler {izerinde gergeklestirilen her tiirlii islemi,

0) Bakanlik: Ulastirma ve Altyap: Bakanligini,

p) Kurul: Kisisel Verileri Koruma Kurulunu,

r) Kurum: Kisisel Verileri Koruma Kurumunu,

s) Ozel Nitelikli Kisisel Veri: Kisilerin 1rk1, etnik kokeni, siyasi diisiincesi, felsefi inanct,
dini, mezhebi veya diger inanglari, kilik ve kiyafeti, dernek, vakif ya da sendika tiyeligi, saglig1,
cinsel hayati, ceza mahkiimiyeti ve giivenlik tedbirleriyle ilgili verileri ile biyometrik ve genetik
verileri,

s) Periyodik Imha: Kanunda yer alan kisisel verilerin islenme sartlarimn tamaminin
ortadan kalkmas1 durumunda kisisel verileri saklama ve imha politikasinda belirtilen ve tekrar
eden araliklarla resen gergeklestirilecek silme, yok etme veya anonim hale getirme islemini,

t) Politika: Kisisel Verileri Saklama ve Imha Politikas1 Dokiimanini,

u) Uygulama Kurulu: Ulagtirma ve Altyapt Bakanligi 6698 sayili Kisisel Verilerin
Korunmasi Kanunu uyarinca Bakan Oluru ile gorevlendirilen kurulu,

i) Veri Isleyen: Veri sorumlusunun verdigi yetkiye dayanarak veri sorumlusu adina kisisel
verileri isleyen gergek veya tiizel kisiyi,

v) Veri Kayit Sistemi: Kisisel verilerin belirli kriterlere gére yapilandirilarak islendigi
kayit sistemini,

y) Veri Sorumlusu: Kisisel verilerin isleme amaglarini ve vasitalarini belirleyen, veri kayit
sisteminin kurulmasinda ve ydnetilmesinden sorumlu gergek veya tiizel kisiyi,

z) VERBIS: Veri Sorumlular Sicil Bilgi Sistemini,

aa) Yonetmelik : 28 Ekim 2017 tarihli Resmi Gazetede yayimlanan Kisisel Verilerin
Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Hakkinda Yénetmeligi,

bb) Yonerge : Ulastirma ve Altyap: Bakanlig1 6698 Sayili Kisisel verilerin Korunmasi
Kanununun Uygulanmasina Dair Yé6nergeyi,
ifade eder.
(2) Politika ve siireglerde yer almayan tanimlar i¢in Kanun ve Yonerge ’de sayilan tanimlar
gecerlidir.
2.BOLUM

2.1.Sorumluluk ve Gorev Dagilimlari
Bakanhgln tum b1r1mler1 ve (;ahsanlarl sorumlu birimlerce Pohtlka kapsaminda ahnmakta
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olarak iglenmesinin 6nlenmesi, kisisel verilere hukuka aykiri olarak erisilmesinin 6nlenmesi ve
kisisel verilerin hukuka uygun saklanmasinin saglanmasi amaciyla kigisel veri iglenen tiim
ortamlarda veri giivenligini saglamaya yo6nelik teknik ve idari tedbirlerin alinmasi konularinda
sorumlu birimlere aktif olarak destek verir.

Kisisel verilerin saklama ve imha siireglerinde gorev alanlarin unvanlari, birimleri ve gorev
tanimlarina ait dagilim Tablo 1’de verilmistir.

UNVAN BIRIM GOREV

Bakan/Bakan Yardimcisi | Ulastirma ve Calisanlarin politikaya uygun hareket
Altyap1 Bakanlig1 | etmesinden sorumludur. '

Uygulama Kurulu Uygulama Kurulu | Politika’nin hazirlanmasi/hazirlattirilmast,

gelistirilmesi, yliriitilmesi, ilgili ortamlarda
yaymnlanmast  ve  gilincellenmesinden

sorumludur.
Bakanlik Merkez ve Diger Birimler Gorevlerine uygun olarak Politikanin
Tagsra Birim Yoneticileri yiriitilmesinden sorumludur.

Tablo 1: Sorumluluk ve Gérev Dagilimlar

3.B0LUM

3.1.Kayit Ortamlari
Kisisel veriler, Bakanlik tarafindan Tablo 2’de listelenen ortamlarda hukuka uygun olarak

glivenli bir sekilde saklanir. -

Elektronik Ortamlar Elektronik Olmayan Ortamlar
e Sunucular (Etki alani, yedekleme, e- e Kagit
posta, veritabani, web, dosya paylasim, e Manuel veri kayit sistemleri
vb.) (anket formlari, ziyaretgi takip
e Yazilimlar (Uygulamalar, ofis ortamlar1 vb.)
yazilimlari, portal, EBYS v.b.) e Yazili, basili, gorsel ortamlar

e Bilgi giivenligi cihazlar (giivenlik
duvari, saldir1 tespit ve engelleme,
giinliik kayit dosyasi, antiviriis vb. )

e Kisisel bilgisayarlar (Masatistii,
diziistii)

e Mobil cihazlar (telefon, tablet vb.)

e Optik diskler (CD, DVD vb.)

e Cikartilabilir bellekler (USB, Hafiza
Kart vb.)

e Yazici, tarayici, fotokopi makinesi

Tablo 2: Kisisel Veri Saklama Ortamlari

3.2.Saklama ve imhaya iliskin Agiklamalar
Bakanlik tarafindan; ¢alisanlar, ¢alisan adaylari, ziyaret¢iler ve hizmet saglayici olarak

iligkide bulunulan ti¢lincii kisilerin, kurumlarin veya kuruluslarin ¢alisanlarina ait kisisel veriler
Kanuna uygun olarak saklanir ve imha edilir.

Bu kapsamda saklama ve imhaya iliskin detayli agiklamalara asagida s
verilmistir.
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3.2.1.Saklamaya iliskin Aciklamalar
Kanunun 3’tincti maddesinde kisisel verilerin islenmesi kavrami tanmimlanmis, 4’{incii

maddesinde islenen kisisel verinin islendikleri amagla baglantil, sinirli ve ol¢iilii olmasi ve
ilgili mevzuatta éngoriilen veya islendikleri amag i¢in gerekli siire kadar muhafaza edilmesi
gerektigi belirtilmis, 5 ve 6’nc1 maddelerde ise kisisel verilerin isleme sartlar1 sayilmstir.

Buna goére, Bakanligimiz faaliyetleri cergevesinde kisisel veriler, ilgili mevzuatta
Ongoriilen veya isleme amaglarimiza uygun siire kadar saklanir.

3.2.2.Saklamayi Gerektiren Hukuki Sebepler
Bakanlikta, faaliyetleri gergevesinde islenen kisisel veriler, ilgili mevzuatta Ongoriilen siire

kadar muhafaza edilir. Bu kapsamda kisisel veriler;

e 657 sayili Devlet Memurlar1 Kanunu,

® 6698 sayili Kigisel Verilerin Korunmas: Kanunu,
e 4734 sayili Kamu Ihale Kanunu,

e 4735 sayili Kamu Ihale Sézlesmeleri Kanunu,

® 5651 sayih Internet Ortaminda Yapilan Yayinlarin Diizenlenmesi ve Bu Yaynlar Yoluyla
Islenen Suglarla Miicadele Edilmesi Hakkinda Kanun,

® 5510 sayili Sosyal Sigortalar ve Genel Saglik Sigortas: Kanunu,
e 6098 sayili Tiirk Bor¢lar Kanunu,

e 5018 sayili Kamu Mali Yénetim ve Kontrol Kanunu,

e 6361 sayili Is Saglig1 ve Giivenligi Kanunu,

e 4982 Sayih Bilgi Edinme Kanunu,

e 3071 sayili Dilekge Hakkinin Kullaniimasina Dair Kanun,

o 4857 sayili Is Kanunu,

o 2547 sayili Yiiksekdgretim Kanunu,

e 5434 sayili Emekli Sandig1 Kanunu,

e 2828 sayili Sosyal Hizmetler Kanunu,

e Isyeri Bina ve Eklentilerinde Alinacak Saglik ve Giivenlik Onlemlerine Iliskin Yénetmelik,
e Arsiv Hizmetleri Hakkinda Yonetmelik,

* Bu kanunlar uyarinca yiiriirliikte olan diger ikincil diizenlemeler gercevesinde ongoriilen
saklama siireleri kadar saklanmaktadur.

3.2.3.Saklamay! Gerektiren isleme Amaclar
Bakanlik, faaliyetleri gergevesinde islemekte oldugu kisisel verileri agagidaki amaglar

dogrultusunda saklar.
* Yasal diizenlemelerin gerektirdigi veya zorunlu kildig: sekilde, hukuki yiikiimliiliiklerin
yerine getirilmesini saglamak.
e Insan kaynaklar siireglerini yiiriitmek.
e Kurumsal iletigimi saglamak.
e Bakanlik giivenligini saglamak.

e Yasal raporlamalar yapmak.
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* Bakanlik ile is iligkisinde bulunan gergek / tiizel kisilerle irtibat saglamak.

e Imzalanan s6zlesmeler ve protokoller neticesinde is ve islemleri ifa edebilmek.

o Istatistiksel caligmalar yapabilmek.

e (Cagri merkezi siire¢lerini yonetmek.

o Ileride dogabilecek hukuki uyusmazliklarda delil olarak ispat ylikimliligi saglamak.
3.3.imhayi Gerektiren Sebepler
Kisisel veriler;

e Islenmesine esas teskil eden ilgili mevzuat hitkiimlerinin degistirilmesi veya ilgasi,

e Islenmesini veya saklanmasim gerektiren amacin ortadan kalkmasi,

* Kisisel verileri islemenin sadece agik riza sartina istinaden gergeklestigi hallerde, ilgili
Kisinin agik rizasini geri almasi,

e Kanunun 11’inci maddesi geregi ilgili kisinin haklar1 gergevesinde kisisel verilerinin
silinmesi ve yok edilmesine iliskin yaptig1 bagvurunun Bakanlik tarafindan kabul edilmesi,

* Bakanhign, ilgili kisi tarafindan kisisel verilerinin silinmesi, yok edilmesi veya anonim
hale getirilmesi talebi ile kendisine yapilan bagvuruyu reddetmesi, verdigi cevab yetersiz
bulmasi veya Kanunda ongoriilen siire i¢inde cevap vermemesi hallerinde; Kurula
sikdyette bulunmasi ve bu talebin Kurul tarafindan uygun bulunmasi,

e Kisisel verilerin saklanmasim gerektiren azami siirenin gegmis olmasi ve kisisel verileri
daha uzun siire saklamay1 hakli kilacak herhangi bir sartin mevcut olmamasi,
durumlarinda, Bakanlik tarafindan ilgili kisinin talebi tizerine silinir, yok edilir ya da resen
silinir, yok edilir veya anonim hale getirilir.

4 BOLUM

4.1.Teknik ve idari Tedbirler
Kisisel verilerin giivenli bir gekilde saklanmasi, hukuka aykiri olarak islenmesi ve

erisilmesinin &nlenmesi ile kisisel verilerin hukuka uygun olarak imha edilmesi i¢in Kanunun
12°nci maddesiyle Kanunun 6’nc1 maddesi dérdiincii fikrast geregi 6zel nitelikli kisisel veriler
i¢in Kurul tarafindan belirlenerek ilan edilen yeterli 6nlemler ¢er¢evesinde Bakanlik tarafindan
teknik ve idari tedbirler alinir.

4.1.1.Teknik Tedbirler
Bakanlik tarafindan, isledigi kisisel verilerle ilgili olarak alinan teknik tedbirler asagida

sayilmgtir:
¢ Sizma (Penetrasyon) testleri ile Bakanlik bilisim sistemlerine yonelik risk, tehdit, zafiyet
ve varsa agikliklar ortaya ¢ikarilarak gerekli 6nlemler alinmaktadir.

* Bilisim sistemlerine erisim ve kullanicilarin yetkilendirilmesi islemleri ¢esitli kurumsal
yetkilendirme sistemleri aracilig1 ile yapilmaktadir.

e Bilgi giivenligi olay yonetimi ile gergek zamanli yapilan analizler sonucunda biligim
sistemlerinin siirekliligini etkileyecek riskler ve tehditler siirekli olarak izlenmektedir.

o Kigisel verilerin hukuka aykiri islenmesini énlemeye yénelik riskler belirle e kte,.
risklere uygun teknik tedbirlerin alinmas: saglanmakta ve alman tedbirlere yj vekik te
kontroller yapilmaktadir. :
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Bakanlik igerisinde erisim prosediirleri olusturularak kisisel verilere erigim ile ilgili
raporlama ve analiz ¢alismalari yapilmaktadir.

Bakanligin bilisim sistemleri techizati, yazilim ve verilerin fiziksel giivenligi i¢in gerekli
onlemler alinmaktadir.

Cevresel tehditlere karsi bilisim sistemleri giivenliginin saglanmasi i¢in, donanimsal
(sistem odasina sadece yetkili personelin girigini saglayan erisim kontrol sistemi, 7/24
calisan izleme sistemi, yangin sondiirme sistemi, iklimlendirme sistemi vb.) ve yazilimsal
(glivenlik duvarlari, atak Onleme sistemleri, ag erisim kontrolii, zararli yazilimlari
engelleyen sistemler vb.) 6nlemler alnmaktadir.

Bakanlik, silinen kisisel verilerin ilgili kullanicilar i¢in erisilemez ve tekrar kullanilamaz
olmasi igin gerekli tedbirleri almaktadir.

Giivenlik agiklar takip edilerek uygun giivenlik yamalar1 yiikklenmekte ve bilgi sistemleri
glincel halde tutulmaktadir.

Kisisel verilerin islendigi elektronik ortamlarda giiglii parolalar kullanilmaktadir.

Kisisel verilerin islendigi elektronik ortamlarda giivenli kayit tutma (loglama) sistemleri
kullanilmaktadir.

Kisisel verilerin giivenli olarak saklanmasini saglayan veri yedekleme programlar
kullanilmaktadir.

Elektronik olan veya olmayan ortamlarda saklanan kisisel verilere erisim, erigim
prensiplerine gore sinirlandirilmaktadir.

Bakanlik internet sayfasina erisimde giivenli protokol (HTTPS) kullanilarak SHA 256 Bit
RSA algoritmasiyla sifrelenmektedir.

Ozel nitelikli kisisel verilerin islendigi, muhafaza edildigi ve/veya erisildigi fiziksel
ortamlarin yeterli giivenlik 6nlemleri alinmakta; fiziksel giivenligi saglanarak yetkisiz giris
cikislar engellenmektedir.

4.2 .idari Tedbirler
Bakanlik tarafindan, isledigi kisisel verilerle ilgili olarak alinan idari tedbirler asagida

sayilmistir:

Calisanlarin niteliginin gelistirilmesine yonelik, kisisel verileri hukuka aykiri olarak
islenmenin 6nlenmesi, kisisel verilerin hukuka aykiri olarak erisilmesinin Onlenmesi,
kisisel verilerin muhafazasinin saglanmasi, iletisim teknikleri, teknik bilgi beceri, 657
sayil1 Devlet Memurlar1 Kanunu ve ilgili diger mevzuat hakkinda egitimler verilmektedir.

Kisisel veri igslemeye baglamadan 6nce Bakanlik tarafindan, ilgili kisileri aydinlatma
yukiimliiligii yerine getirilmektedir.

Calisanlara yonelik bilgi giivenligi egitimleri verilmektedir.
Kisisel veri isleme envanteri hazirlanmastir.

Bakanlik tarafindan yiiriitiilen faaliyetlere iliskin ¢alisanlara gizlilik sozlesmeleri
imzalatilmaktadir.

Bakanlik i¢i periyodik ve rastgele denetimler yapilmaktadir.




5.BOLUM

5.1.Kisisel Verileri imha Teknikleri
llgili mevzuatta 6ngoriilen siire ya da islendikleri amag i¢in gerekli olan saklama siiresinin

sonunda kisisel veriler, Bakanlik tarafindan resen veya ilgili kisinin bagvurusu iizerine yine
ilgili mevzuat hiikiimlerine uygun olarak agagida belirtilen tekniklerle imha edilir.

5.1.1.Kisisel Verilerin Silinmesi
Kisisel veriler Tablo 3’te verilen yontemlerle silinir.

Veri Kayit Ortami Aciklama
Elektronik Ortamda Yer Alan Elektronik ortamda yer alan Kkisisel verilerden
Kisisel Veriler saklanmasini gerektiren siire sona erenler, ilgili Birim

Yetkilisinin yazili talebine istinaden ilgili kullanicilar
icin higbir sekilde erisilemez ve tekrar kullamlamaz
hale getirilir.
Fiziksel Ortamda Yer Alan Fiziksel ortamda tutulan kisisel verilerden saklanma
Kisisel Veriler stiresi sona erenlerle ilgili Birim Yetkilisinin yazili
talebine istinaden evrak arsivinden sorumlu birim
ybneticisi veya bu yoOneticinin yetkilendirdigi
sorumlular hari¢ diger kisiler igin higbir sekilde
erisilemez ve tekrar kullanilamaz hale getirilir.
Tasmabilir Medyada Bulunan Tasinabilir medya ortamlarinda kigisel veri
Kisisel Veriler bulundurulmamaktadir.

Tablo 3: Kisisel Verilerin Silinmesi

5.1.2 Kigisel Verilerin Yok Edilmesi
Kisisel veriler, Bakanlik tarafindan Tablo 4°te verilen yontemlerle yok edilir.

Veri Kayit Ortam Aciklama

Fiziksel Ortamda Yer Alan K4git ortaminda yer alan kisisel verilerden

Kisisel Veriler saklanmasini gerektiren siire sona erenler, kagit
kirpma makinelerinde geri dondiiriilemeyecek
sekilde yok edilir.

Optik / Manyetik Medyada Yer Optik medya ve manyetik medyada yer alan kisisel

Alan Kisisel Veriler verilerden saklanmasini gerektiren siire sona

erenlerin eritilmesi, yakilmasi veya toz haline
getirilmesi gibi fiziksel olarak yok edilmesi islemi
uygulanir. Ayrica, manyetik medya 6zel bir cihazdan
gecirilerek yiiksek degerde manyetik alana maruz
birakilmasi suretiyle tizerindeki veriler okunamaz
hale getirilir.

Tablo 4: Kisisel Verilerin Yok Edilmesi

5.1.3 Kisisel Verilerin Anonim Hale Getirilmesi
Kisisel verilerin anonim hale getirilmesi, kisisel verilerin baska verilerle eslestirilse dahi

higbir surette kimligi belirli veya belirlenebilir bir ger¢ek kisiyle iliskilendirilemeyecek hale
getirilmesidir.

Kisisel verilerin anonim hale getirilmis olmasi igin; kisisel verilerin, veri sorumlusys wya’L
Ugtincti kigiler tarafindan geri dondiiriilmesi ve/veya verilerin bagka verilerle eslestiri n]% ibi
£
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kayit ortamu ve ilgili faaliyet alani agisindan uygun tekniklerin kullanilmasi yoluyla dahi kimligi
belirli veya belirlenebilir bir gergek kisiyle iligkilendirilemez hale getirilmesi gerekir.

6.B0LUM

6.1.Saklama ve imha Sireleri
Bakanlik tarafindan, faaliyetleri kapsaminda islenmekte olan kisisel verilerle ilgili olarak;

e Siireglere bagl olarak gergeklestirilen faaliyetler kapsamindaki tiim kisisel verilerle ilgili
kisisel veri bazinda saklama siireleri Kisisel Veri Isleme Envanterinde;

e Veri kategorileri bazinda saklama siireleri VERBIS’e kayitta;

e Siire¢ bazinda saklama siireleri ise Kisisel Verileri Saklama ve Imha Politikasinda yer alir.

S6z konusu saklama siireleri iizerinde, gerekmesi halinde Ulagtirma ve Altyap: Bakanlig
6698 Sayili Kanun Uygulama Kurulu tarafindan giincellemeler yapalir.

Saklama siireleri sona eren kisisel veriler igin resen silme, yok etme veya anonim hale
getirme islemi Birim Yetkilisi tarafindan yerine getirilir/getirttirilir.

Faaliyetlerinin Icras:

takiben 10 yil

SUREC SAKLAMA SURESI IMHA SURESI

Bakanlik Islemleri 10 yil Saklama stiresinin bitimini takip eden
ilk periyodik imha siiresinde

Sozlesmelerin Sozlesmenin sona ermesini | Saklama siiresinin bitimini takip eden

hazirlanmasi takiben 10 yil ilk periyodik imha siiresinde

Bakanlik Iletisim Faaliyetin sona ermesini | Saklama siiresinin bitimini takip eden

ilk periyodik imha siiresinde

Insan Kaynaklar

Faaliyetin sona ermesini

Saklama stiresinin bitimini takip eden

Erigim Siireglerinin
Yiriitiilmesi

Stireglerinin takiben 10 yil ilk periyodik imha siiresinde
Yilriitiilmesi

Log Kayit Takip 6 yil Saklama stiresinin bitimini takip eden
Sistemleri ilk periyodik imha siiresinde
Donanim ve Yazilima | 2 yil Saklama stiresinin bitimini takip eden

ilk periyodik imha siiresinde

Ziyaretci ve Toplanti
Katilimeilarinin Kaydi

Etkinligin sona ermesini
takiben 2 yil

Saklama stiresinin bitimini takip eden
ilk periyodik imha siiresinde

Kamera Kayitlari

60 giin

Saklama stiresinin bitimini takip eden
ilk periyodik imha siiresinde

Tablo 5: Siire¢ bazinda saklama ve imha siireleri tablosu

6.2.Periyodik imha Siresi
Yonetmeligin 11’inci maddesi geregince Bakanlik, periyodik imha siiresini 6 ay olarak

belirlemistir. Buna gore, Bakanlik da her yil Haziran ve Aralik aylarinda periyodik imha islemi
gerceklestirilir.

6.3.Politika’nin Yayinlanmasi ve Saklanmasi

Politika, 1slak imzali (basili kagit) ve elektronik ortamda olmak iizere iki farkli ortamda
yayimlanir, internet sayfasinda kamuya agiklanir. Basili kg1t niishasi da KVKK Koordlnasy%n
Biriminde dosyasinda saklanir. : !

6.4.Politika’nin Glncellenme Periyodu
Politika, ihtiya¢ duyulduk¢a gozden gegirilir ve gerekli olan bsliimler guncellem ¥
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6.5.Politika’nin YUrarlGgu ve Yardrlikten Kaldiriimas
Politika, Bakanlk internet sitesinde yaymlanmasinin ardindan yiiriirliige girmis kabul

edilir. Yiriirlikten kaldirilmasina karar verilmesi halinde, Politikanin 1slak imzali eski
niishalart Ulastirma ve Altyapt Bakanligi 6698 Sayili Kanun Uygulama Kurulu karar ile
KVKK Koordinasyon Birimi tarafindan iptal edilerek (iptal kasesi vurularak veya iptal
yazilarak)) imzalanir ve en az 5 yil siire ile KVKK Koordinasyon Birimi tarafindan saklanir.




